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Imagining War

WAR IS THE ORGANIZED USE OF VIOLENCE IN PURSUIT OF AN OBJEC-
tive. The link between war and politics prominent in contemporary dis-
course emerged with the advent of standing armies at the end of the early
modern period in Europe and particularly after the Napoleonic Wars. The
purpose of military strategy is to reconcile ends, ways, and means to
shape the behavior of the adversary. Violence and the credible threat of
violence are merely means to create a particular effect; destruction is an
intermediate effect, never an end in and of itself.

War is also an elemental social enterprise. As societies change, so
too do the ways they organize violence—such as the shift from feudal
levies to national conscription to maintenance of standing armies. As
societies change, the nature of the objective changes, sometimes quite
drastically—such as from territorial conquest to the defense of human
rights. Likewise, the character of warfare evolves as societies change.
How societies adopt varied forms of military organizations shapes the
character of war just as war shapes the character of societies.? When
trying to understand military power and the origins of and victors in a
conflict, it is widely accepted that the character and shape of war is
influenced by economic and political power and other structural vari-
ables.’ There also is a general sense that broad trends, like the intensifi-
cation and diversification of global economic ties, the development of
new technologies, the increasing wealth of many countries, and the
political mobilization of their peoples, has affected the relationship
between the organized use of violence and the creation of effects that
have become contingent and far more complex than in the past.
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If military history is a guide, the relationships between violence and
creating effects will get more complex over time. This reality poses a
Janus-faced puzzle for students and practitioners of military and strate-
gic studies. Students of strategy usually look backward to understand
changes in warfare over time. Ultimately, strategists have the “task of
turning one currency—military (or economic, or diplomatic, and so
forth) power—into quite another (desired political consequences).”™

Practitioners who design strategy attempt to apply lessons of the
past as they address what they think are salient ongoing changes. Ulti-
mately, they execute strategy in an environment of imperfect informa-
tion with uncertainty as the only certainty. Standing athwart the past and
the present, students of strategy are faced with concerns over what
broad societal attributes will contribute to the changing character of war
over time. But how should both students and practitioners define the
character of warfare across time and space? What aspect of war, such
as, for example, its nature, character, representation, interpretation, or
organization, changes over time? We develop the concept of battle-
spaces as the prism with which to see changes in war over time.

Napoleon’s Grande Armée marched across Europe in a context that
was distinct to the kinds of societies and states that existed at the dawn
of the nineteenth century. Napoleon was able to harness a commitment
and commonality of purpose that came with a nascent French national
identity. The armies that he faced lacked this resource. Union generals
in the American Civil War prevailed over their Confederate adversaries
in a context undergoing rapid change as industrialization shaped society
and state power in the middle of that century. Mechanized infantry and
strategic bombing of cities from World War II have become iconic
images of conventional warfare.’

The dominant mid-twentieth-century concept of warfare focused on
the clash of armies of sovereign states that build and sustain complex
military organizations. That kind of warfare, particularly viewed from
the present, seemed to pursue clear objectives and offered little ambigu-
ity concerning the main protagonists. Other types of warfare, deemed
“small wars” in a 1940 US Marine Corps manual, were confined to the
geopolitical periphery or were sideshows to bigger wars.® But as the
information age changes societies and economies, organizational princi-
ples change and adapt to various efficiencies.’

Taken together, these broad changes reflect different configurations
of power. Material resources are important throughout, though in varied
ways. Broad political developments, such as the rise of nationalism, the
value of global connectivity, and evolving global norms about individ-
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ual and group rights also weigh heavily in how war is imagined. So too
are changes in how governments believe they can effectively organize
and project military power.?

The post—World War II era saw the increasing prominence of con-
flicts referred to as irregular warfare.’ These conflicts included non-
state armed groups (i.e., “insurgents”) fighting colonial and indige-
nous state forces to win what these insurgents defined as national
liberation. They fought adversaries that had far greater resources,
including firepower. But the insurgents in many cases had backing
from like-minded supporters around the world. Irregular warfare
spawned all kinds of terms—such as unconventional war, guerrilla
warfare, counterinsurgency, counterterrorism, and so forth—and fit in
the broader category of civil wars fought within internationally recog-
nized boundaries.!® Civil wars (i.e., intrastate), then and now, require
a different analytical framework for discerning the logics of violence,
compared to the more familiar experience of interstate wars that dom-
inated the popular and practitioner imaginations well after the experi-
ence of World War II."

Recent and ongoing conflicts in places like Afghanistan, Iraq,
Libya, and Yemen present images of ambiguity. They seem to have no
clear beginning or end, and distinctions between civilians and combat-
ants, though hardly unique to this time and these places, can appear
especially blurred. Remotely operated weapons such as drones compli-
cate the picture. Mercenaries appear to play a growing role in many of
these conflicts. Though these elements of warfare are not necessarily
new, their combination at this point in the global configuration of
power and the roles states play in people’s lives leave Americans with
difficulty saying what these wars are about and whether the United
States has won or lost in places like Iraq.!? They wonder why American
soldiers are deployed to so many countries that they cannot find on a
map.!3 Even some in Congress were surprised to find that US forces
were in Niger. This only came to their attention when four Green
Berets were killed in an incident in October 2017.!* Beyond the United
States, there are many armed factions fighting in myriad cities, towns,
and villages in Libya (2014—present), Syria (2011—present), Somalia
(1980s—present), Myanmar (Burma) (1948—present), and across the
Sahel of Africa (1958—present). But this violence is applied deliber-
ately in pursuit of an objective, as has been the case for these sorts of
old battlespaces in recorded human history.!* In irregular wars, unlike
in conventional wars, one is forced to look carefully to discern clarity
in the logics of violence.!®
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Warfare and Contours of Battlespaces

In the definitional landscape, war refers to the event in its totality. War-
fare is the sum total of means utilized. Within it are analytical distinc-
tions and typologies such as conventional, unconventional, regular,
irregular, symmetric, and asymmetric. A battlespace in a war is both a
cognitive reality and a manifest reality. A battlespace as a cognitive real-
ity is a combat leader’s understanding of the area of operation with the
aim of using combat power effectively. A battlespace as a manifest real-
ity is the many processes in the area of operation that violence affects, as
well as processes that affect violence—the endogeneity (and often con-
fusion) of violence inherent in any battlespace. In war, a combat leader
is a manager of violence; hence, coercion is projected toward creating a
specific effect that in its cumulative manifestation contributes toward
realizing a specific objective. The level of complexity and the many
aspects of a battlespace, not to mention understanding it, are also contin-
gent on the level of war—that is, the positionality of the combat leader
in the broader war at the strategic, operational, and/or tactical levels.

The supreme commander Napoleon saw his battlespace in terms of
the strategic level—though his genius lay in his understanding of the
battlespace along all levels of war and also in how well he aligned polit-
ical and military end states.!” He knew the broad objectives, the desired
effects his grand army was expected to create, forcing adversaries to sue
for peace. This is because war is more than just a simple battlefield.
Napoleon’s efforts at making a French country made his war-fighting
efforts more effective because he reshaped the post-Revolutionary
French state. The way he mobilized the French nation and the military
for war shaped both the state and the wars he fought. Meanwhile,
Napoleon’s grand marshals, at the operational level, were aware of
their commander’s intent, maneuvering military elements under their
command accordingly.!®

Combat leaders at the tactical level conceive their battlespace in
terms of enemy movements. Combat leaders, then as now, operate in an
environment of imperfect information and employ combat power under
their command understanding that they must minimize their own vulner-
abilities while exploiting enemy weaknesses. A leader at the strategic
level may not know the fine-grained details of the battlespace at the tac-
tical level, just as a leader at the tactical level may not know the strategic-
level details and challenges. But once war commences, the idea is that,
on the one hand, the desired military end state is aligned with the
desired political end state, and, on the other, the strategic, operational,
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and tactical levels remain aligned and work in lockstep. Understanding
a battlespace is an enterprise predicated on conditions of uncertainty
and imperfect information.

In this old battlespace conception, at the strategic level Napoleon
conceived of the battlespace in terms of his desired end state—getting
the enemy to sue for peace—and in terms of the enemy’s and his own
military capabilities. He would then maneuver his armies toward a mil-
itary dénouement with the enemy forces—his military genius being his
attention to detail at all levels and his astute use of geographic depth
and space seamlessly with his military formations. It was war fought in
the single domain of land and to a lesser degree on the seas, and no one
doubted that this was war. Not all wars are perceived as clear-cut today;
debates rage about the blurring of war, conflict, and competition.!’
However, we do know that there are myriad ways to create effects other
than waging a war. What would the conception of a battlespace be for
tomorrow’s military leaders?

Complexity of Contemporary Battlespaces

Hostile activities in Ukraine and in the South China Sea provide explicit
examples of the challenges of military actions and violence in the
twenty-first century. The Russians outthought and outfought their com-
petitors for power in the Black Sea region, creating a civil war and man-
aging to expand territory and alter national borders with the use of vio-
lence. Similarly, the Chinese created a new imagined reality in the
South China Sea—namely, that this region was inherently owned by
China. The historical and geopolitical significance of each action, not to
mention the dominant narratives and themes generated about each
region, challenges notions of an American-led order.

In early 2014, “little green men” (Russian Spefnaz commandos)
appeared in Crimea, and with explicit use of violence for the first time
since World War II with no pretentions to the contrary, Russia acquired
new territory and made it part of its country.?’ Simultaneously, Russia
created proxy forces to support a civil war in Ukraine, where none
existed previously. By the time the rest of the world recognized what
was transpiring, Russia had realized its objectives, and the rest were
left to deal with a new reality. One is hard put to point out whether a
war was involved in the way Russia acquired Crimea. Yet, within days
of these unmarked Russian commandos occupying Crimea, Wikipedia
labeled the region as Russian, and National Geographic added Crimea
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to Russia, with the lead map maker stating, “We map de facto, in other
words we map the world as it is, not as people would like it to be.”?!
Russia realized objectives with subtle, deceptive, and effective use of
implicit and explicit violence. The internet quickly rewarded this
behavior by socially and digitally constructing the reality Russia
sought. The success of Russia dominating the information environment
even led to a top American general admitting that Russian actions in
Ukraine were “the most amazing information warfare blitzkrieg we
have ever seen.”??

While the South China Sea saw numerous regional claims to the
area beginning in the 1970s, China began building artificial islands in
2013 and employing numerous naval militias (dressed up as fishermen)
to impose a new reality on the sea. This tactic continues with large
flotillas that take seemingly permanent shelter on tidal atolls from bad
weather that does not materialize. Meanwhile, the world was deliberat-
ing whether these acts were a provocation, an act of war, or what not.?
The net outcome is an altered geopolitical reality that China’s neighbors
must navigate. Are these actions acts of war? Can China build artificial
islands in parts of the ocean without a legal mandate to do so? Do the
atolls and oceanic space China claim become their area of control
despite international legal condemnation?

These examples—a random sample out of multitudes of human
conflicts—capture instances in which the protagonists relied on either
the explicit use of violence or the implicit threat of violence to generate
effects. Moreover, in each instance, a military leader as a manager of
violence can be informed by history but is forced to reckon with a bat-
tlespace at variance from ones that came previously, as warfare contin-
uously evolves. That raises the broader puzzle examined in this book:
What does it mean when one refers to the changing nature of battle-
spaces, and what shapes them across time and space?

Throughout history, land and then the sea were the domains where
the fortunes of armies were decided. In the early twentieth century, the
air domain became an integral part of war fighting, followed by the
space domain at the end of the century. At the turn of the twenty-first
century, the cyber domain has become increasingly vital to defend and
maintain. Its prominence and importance in day-to-day activities has led
to many debates about a coming era of cyberwarfare.?* What has become
abundantly clear from these discussions is that the cyber domain will be
a complementary domain in pursuit of political objectives.” Previously,
many technology alarmists had engaged in “FUD” (fear, uncertainty, and
doubt) debates to create the perception that the main line of effort in
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modern warfare would be primarily waged via cyberspace.?® Regardless,
the importance of cyber conflict brought in the blurring of statecraft and
warfare and a blending of all domains and jointness along the spectrum
of cooperation, competition, and conflict.

Technology-induced change inadvertently created a humanly devised
domain, conceived as cyberspace. This humanly devised domain is in
turn anchored in outer space, and it is not an exaggeration to suggest that
nearly every individual and modern institution on the planet is dependent
on the space domain and the satellites that orbit Earth. From daily life to
fighting wars, the on-demand connectivity afforded by cyberspace, the
Internet of Things, and satellites has integrated domains in ways incon-
ceivable previously. Consequently, besides the domains of land, sea, and
air, the cyber and space domains have become emergent war-fighting
battlespaces—if not direct, then indirect areas of competition—since
activities in the traditional domains of land, sea, and air are becoming
dependent on cyber and space.

For example, the 2011 Libyan War became the first conflict in which
100 percent of the munitions used were precision-guided weapons,
meaning that the ability of the North Atlantic Treaty Organization
(NATO)-led coalition to hit targets was dependent on data-connection
links afforded by the cyber and space domains.?”” However, this contin-
ual historical trend toward more precise standoff weapons (i.e., the abil-
ity to project violence without being close to an enemy) is only part of
the change.?® Use of violence and war is not about destruction; it is
about creating effects, with necessary destruction as an intermediate
effect. However, there are alternative avenues to create sociopolitical
effects in the domination of the information environment without the
use of violence in generating real strategic outcomes.

State and nonstate actors engage in malicious cyber activities
inside the United States and allied nations with impunity, such as the
remarkable 2020 SolarWinds Hack that resulted in the compromise of
sensitive data of major firms like Microsoft and numerous US govern-
ment agencies.?’ These cyber actions are taken against corporations,
state entities, and even specific individuals. American citizens sub-
jected to disinformation, misinformation, intimidation, bullying, or
threats from an external state and/or state-affiliated proxy in cyber-
space could call the local police, and yet the police would be incapable
of defending them.*® This raises another set of questions: Do such
actions rise to the level of war? If not, what does it mean if the state
cannot protect its citizenry from foreign aggression? Is the country
failing in its social contract? What does this tell us about the present
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and future when the idea of “reaching out and touching someone” has
assumed new meaning due to advances in technology?

The traditional image of what constitutes conventional war and
what does not is predicated on violence. This old battlespace conception
is no longer so clear-cut in liberal democracies where people do not live
inside digital fortresses as citizens do in China, Russia, and other
authoritarian countries. In the “free world,” civil society is vulnerable in
a way that was simply not possible before the advent of global connec-
tivity and instantaneous communications. Various effects and end states
are pursued in the cyber domain that achieve a slow, steady erosion of
Western values and ideational foundations. This is an important distinc-
tion of sociopolitical-information warfare: it differs from traditional
notions of information warfare or political warfare in that it achieves
nonkinetic effects of “anomie” by trying to break social order and soli-
darity.?! Tt is a distinct paradigm shift in which society and varying
social dimensions are put under constant duress without adversaries
making explicit use of violence.*?

For example, in 2014 anti-vax movements were amplified and
gained prominence due to specific online tactics. This included a snow-
balling effect, especially on Twitter with bots and the creation of private
Facebook pages, adding more followers that would reshare antivaccine
posts and amplify polarizing views against the basics of fundamental
vaccine science.®® This has real-world consequences: a 2015 study
found that failure to vaccinate in the United States resulted in almost
$15 billion in economic damage.** China and Russia view this as an
opportunity to weaken their adversaries. Operatives in these countries
have waged cyber campaigns of disinformation about vaccines, espe-
cially in the Covid-19 era, not to mention about the origins of certain
diseases (e.g., Soviet Union’s 1980s Operation Infektion, blaming the
United States for inventing HIV/AIDS).** Hence, the societies in which
individuals have open access to information have become centers of
gravity in battles to influence attitudes that question the legitimacy of
national authorities and even their political systems—what used to be
called subversion, a term seldom used in policy circles since the end of
the Cold War. These information operations are cheap to execute and
present few risks, particularly if executed by authoritarian states that do
not allow foreigners the same level of access to their own citizens’
information environment.

Tangible violence, with all the risks and costs associated with pur-
suing certain political and military end states, appears to be waning as a
primary line of effort. Gaining importance in these new battlespaces is
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the growing emphasis on pursuing nonkinetic efforts to generate effects
that achieve strategic objectives with less need for armed personnel
physically present in a location—although there will always be utility in
having someone on the ground with a gun.*® Many of the risks and costs
associated with old battlespaces seem to have decreased in importance
with the new battlespaces developing. However, the thread between all
battlespaces is that along the spectrum of competition and conflict, war-
fare essentially remains a human activity.*’

External actors increasingly target Western civil society by leverag-
ing new domains (i.e., cyber and space), successfully implementing
sociopolitical-information warfare against a society by creating rifts and
exploiting grievances.®® Much as rebellious colonials angered British
Redcoats by not fighting the proper eighteenth-century way, twenty-first-
century adversaries are circumventing traditional notions of military
power and strength by attacking and exploiting an undefendable position:
civil society.*” In line with historical precedents in which the weak exploit
power asymmetries, these emerging competitors and spoilers seek ways
of diminishing the inherent strengths of the strong by shifting toward a
strategy with less emphasis on kinetic military options. This fundamental
shift requires deciphering what can be weaponized, including intangible
things like data to target individuals anywhere in the world and achieve
political and military objectives. Hence, we are forced to consider what
value an airstrike in the twenty-first century has when adversaries can
attack Western civil society via online media—that is, by exploiting the
sociopolitical-information environment—which can be as persuasive and
impactful in establishing certain narratives in a target country.*

As great power competition (GPC) became a defining point of the
national security strategy laid out by the Donald Trump administration
in 2017, the US military and many of its allies continue to focus on
large-scale combat operations (LSCO) to fight the next war in ways
they would prefer if they must fight. Meanwhile, anti-Western actors
invest in cheaper asymmetric, non-LSCO capabilities, hoping to achieve
gains without a kinetic fight. The GPC era (2017—present) of a rising
China and resurgent Russia is a by-product of America’s failure to
develop a proper strategic vision since the end of the Cold War. More-
over, it is an extension of the growing tension in the international sys-
tem due to countries like China and Russia wanting to maximize their
own autonomy and survivability. Their warfare pursuits have been to
achieve gains without provoking a military response from the West.

And what is war if adversaries create tactical and strategic effects
without the use of violence? This elemental reality makes civil society in
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liberal democracies an emergent battlespace. But the necessary legal
structures designed to safeguard civil society prevent security profession-
als from even placing it within the broader discussion of emergent battle-
spaces. Yet the unavoidable reality is, any young lieutenant who steps into
a war and attempts to understand a specific battlespace inevitably faces a
series of integrated domains in land, sea, air, cyber, space, and civil soci-
ety. These domains, while analytically autonomous, remain integrated in
reality, and the interconnectedness creates an emergent reality. The ques-
tion then is, Do all these changes constitute a fundamental change in war
fighting, and how can one make sense of these changes?

About the Book

This book turns war into the unit of analysis. Seeing war over time means
seeking to understand the changing face of battlespaces through time. We
provide a temporal continuum that runs right across the discussion. Turn-
ing war into the unit of analysis and change in war over time into the out-
come raises the analytical issue of the level of analysis. If change in war
over time is the outcome in need of explication, is the level of analysis
situated at the strategic, operational, or tactical level of war?

This book develops a macro-level interdisciplinary framework
drawing on military and strategic studies, political science, sociology,
history, and even literature to delineate and discuss war over time.
Simultaneously, it uses derivatives of the macro-level categories to
delineate war along the levels of analysis. The word delineate is used
decidedly. The aim here is to derive concepts and categories from the
broad framework with which to delineate contours of change across
time and along the levels of war. This subsequently means seeing what
war would mean if adversaries could create effects either without the
use of violence or with innovative use of violence.

This analytical approach also makes this book different from the
many recent books that discuss the changes in warfare, with some
explicitly speaking of a fundamental change in war. Most of them iso-
late adversaries’ cyber activities without explicitly discussing them in
terms of civil society, much less seeing them in terms of the emerging
multidomain environment. This book is informed by some of their tech-
nological discussions and ideas of international relations, yet differs
from them by turning warfare into the unit of analysis.*!

The chapters in this book proceed as follows:

In Chapter 2, we develop the overall analytical framework. War is
an elemental human enterprise. War is also a paradoxical enterprise that



Imagining War 1

brings out the best and worst in humans, a nature that ensures war
remains one of the most studied topics. If there is a consensus about
war, it is that it is inherently complex. Such complexity—usually
referred to in terms of fog and friction—comes from the reality that the
usual ideational, economic, military, and sociopolitical processes that
shape people every day begin to change at a rapid pace as a function of
violence. These changes in turn also shape the dynamics of violence,
and the process becomes iterative, creating a level of endogeneity where
parsing out precise causal processes becomes extremely difficult. War
fighters in this milieu are the managers and executors of violence. They
make decisions on the application of combat power based on their spe-
cific understanding of the battlespace, where they both inhabit and
shape the processes.

This analytical framework takes war in its totality with all its com-
plexity. It is based on the premise that the changing character of war over
time is best understood and viewed through the relationship that lies in
the dichotomy between the nature of war and the character of war. In the
annals of military and strategic studies, the nature of war is seen as con-
stant over time due to the immutable purposive nature of human beings.
It is therefore assumed that since the nature of war remains constant, the
character of war, the bloody manifestations of violence, is what changes
over time. If the nature of war is constant over time and the character of
war changes over time, what explains the changes over time?

We build on the long-held assumption that the nature of war is con-
stant. Waging war is in the nature of human beings as purposive individ-
uals. Therefore, wars are always fought for a purpose. Based on that
assumption, the elemental premise of this book argues that the ultimate
character of war is defined by the immutable social sources that shape the
exercise of organized violence and the contingent decisions of human
beings in the way they apply violence. People organized into a commu-
nity, tribe, clan, city-state, empire, nation, and/or nation-state can choose
to wage war in pursuit of an objective. The nature of the objective sought
and the social sources of military power—geopolitics, regime type, ideas,
nature of military organizations, and scientific knowledge (GRINS)—
ultimately shape the character of war over time and across space.

Our GRINS framework builds on classics that discuss war but dif-
fers in its manifestation by making the relationship between the nature of
warfare and the character of warfare the locus of analysis. The premise
is that understanding what shapes the relationship between the nature
and character of war provides the guideposts that allow one to delineate
the broad contours of the character of warfare over time. The rest of the
chapter takes the long view of history and covers familiar ground. It
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interprets the familiar, from the Napoleonic Wars to the end of the World
War 11, with a novel lens in the hope that this allows readers to see the
familiar differently. On the temporal dimension, this chapter concludes
at the end of World War II as nuclear weapons gain prominence.

In Chapter 3, we discuss the utility of warfare as a means of gener-
ating effects in the presence of nuclear weapons. The advent of nuclear
weapons was a defining moment in human history. The development of
this weapons system had far-reaching strategic ramifications and played
a decisive role in shaping warfare and geopolitical realities. It paradox-
ically enabled power while inhibiting freedom of statecraft.

War has long been a means of realizing sovereign objectives, rang-
ing from building states where none existed to expanding territory and
building empires. Yet in an age of nuclear weapons, when friends and
foes alike possess the capacity to scorch the earth, what is the role of
warfare? States, like individuals, are purposive, animated by interests,
concerns, and fears. The organized capacity for violence will therefore
always be one of the many instruments of national power, but how shall
one wield it in creating effects, in pursuit of objectives, if it will mean
collective annihilation?

As the nature of war is constant, people will always find a way to
use violence as a means. Nuclear weapons do not make war obsolete.
But they do force considerable thought about innovative ways to exer-
cise violence in pursuit of objectives. This chapter discusses how war-
fare evolved during the Cold War as nuclear weapons made “interstitial
warfare” the new normal.*? Specifically, forms of social power—
ideational, economic, military, and political—get formally or informally
institutionalized. Domestic institutions, international organizations,
transnational alliances, and so forth, are manifestations of institutional-
ized power arrangements.* Once in place, these arrangements shape the
behavior of individuals, communities, and even states. Interstitial war-
fare refers to conflict that takes place either at the edges of or between
institutionalized power arrangements and often makes prolific use of
proxies to avoid direct confrontation among nuclear-armed adversaries.

During the Cold War, the geopolitical distribution of power shaped
the rise of this interstitial warfare. Political warfare played a role in the
ongoing struggle between the United States and the Soviet Union to
shape political outcomes in each other’s sphere of influence. Though
rudimentary from a contemporary perspective, these efforts raise impor-
tant considerations and provide guidelines for thinking about cyberwar-
fare and influence operations today. Proxy warfare was another intersti-
tial operation, with considerations that are important to consider when
reflecting on potential futures of warfare in a more competitive geopo-
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litical environment. The chapter concludes with the implications of the
end of the Cold War.

In Chapter 4, we discuss warfare during and after the end of the
Cold War. The transformative moment was when the Berlin Wall fell,
and there was no forceful response from Moscow. The end of Soviet
influence led to an immense concentration of ideational, economic, mil-
itary, and political power in the hands of the United States and its allies.
Rapid political and economic change around the world altered eco-
nomic incentives. Technological innovations took place at a rapid pace,
changing the way people conducted their daily interactions. Moments of
abrupt change also led to social dislocations, opening new political
opportunities to settle scores or create new realities.

While some intractable wars ended, new ones emerged. The con-
centration of power was such that decisions made in the United States,
the European Union (EU), and NATO played a decisive role in shaping
wars from the end of the Cold War to the beginning of the twenty-first
century. Since the 9/11 attacks, NATO and the United States have been
fighting wars for twenty years, and for over thirty years if one counts
the imposed no-fly zone in Iraq and numerous military operations in the
fractious Balkans. We refer to this permissive environment as the unipo-
lar moment, a time in which US and NATO partner politicians and their
foreign policy establishments engaged in what we call “strategic narcis-
sism” (with due nods to Hans Morgenthau and H. R. McMaster), as this
geopolitical moment seduced many into assuming that the world could
be remade into the Cold War victors’ image and that the underlying
nature of warfare no longer applied.

This chapter concludes with how the subsequent decisions of adver-
sarial states, nonstate actors, and assorted spoilers also began to play a
role in shaping the character of wars. It ends with a discussion of the
slow decline of Western strategic primacy in the traditional domains and
how the West was unprepared for the rise of emergent domains.

In Chapter 5, we discuss the rise of battlespaces as multidomain real-
ities. We especially focus on what makes the contemporary reality differ-
ent and how the confluence of more competitive geopolitical realities and
technological changes has integrated traditional war-fighting domains of
land, air, and sea with the cyber and space domains. Simultaneously,
these changes have also created novel battlespaces—or social realities
that adversaries can (and do) leverage into battlespaces.

The chapter examines how liberal democracies find themselves at a
distinct disadvantage in this altered strategic and war-fighting context,
whereas adversaries have become proficient at generating strategic
realities with tactical maneuvers. Picking up on the theme of expanding
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battlespaces woven throughout this book, the chapter takes up the issue
of “lawfare,” of adversaries’ disingenuous use of the legal principles of
liberal democracies and of major international organizations to achieve
alternative political ends.

Chapter 6 dives deeper into the nature and reality of integrated
domains and the nature of emergent domains, especially implications
for warfare being less kinetic and lethal, yet becoming increasingly
more effective. It elaborates the contrasting strategic conceptions of the
victors of the Cold War and the rest, as it were. Then it discusses the
logic of how revisionist powers utilize emergent domains to outthink,
outsmart, and outfight the United States to create strategic realities.

This chapter focuses on how adversaries with authoritarian political
systems exploit new opportunities to engage in interstitial warfare by
weaponizing the open societies of countries that have liberal democratic
systems. Recalling some of the conclusions from Chapter 3’s attention
to political warfare, this chapter highlights how technological changes
and the effects of strategic narcissism in the United States and else-
where contribute to the asymmetry of this form of contention.

The chapter builds on this element of interstitial warfare to better
conceptualize cyberwarfare in the broader contemporary battlespace.
It draws important distinctions between the use of cyber technologies
in the pursuit of espionage (the collection of information for political
and military purposes) and subversion (the transmission of informa-
tion for the purposes of dividing and weakening an adversary from
within). Though the latter is easily conceived as a political term that
reflects the preferences and values of the observer, much like terror-
ism, there remain important distinctions in the ends, ways, and means
of these uses of information.

Chapter 7 surveys contemporary strategic realities. We emphasize
the expansion of the battlespace to new domains. US policy makers and
planners recognize this expansion while also struggling with how to
adjust bureaucracies and policies to reflect these changes and at the
same time preserve commitments to the basic values of an open society.
Previous chapters showed how similar challenges were addressed in the
past. Legacy institutions of the Cold War military and the unipolar
moment become obstacles to crafting flexible responses to contempo-
rary challenges.

Finally, Chapter 8 concludes by posing a series of questions pertain-
ing to the future of grand strategy in an era of integrated and emergent
domains. It discusses the implications for Western civil society and the
sort of adaptations needed to excel in the era of a new battlespace.
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